Welcomel hifeelies

If you're here, we think you're smart and savvy—well done for checking us out!

Here’s a little about us:

giftcardsp/us was born out of a love for gifting and rewards. We're a digital gift card website with a personal
touch. The fun cousin brand to J&C. As a family-run Australian business, we bring that same personal approach
to everything we do. Our mission is simple: to ensure our clients, customers, and their loved ones have a fun,
personalised, and secure way to gift digital gift cards. We stock a wide range of digital gift cards, from Amazon to
Bunnings to Woolworths, and of course our personal favourite: the giftcardsp/us card.

What is the giftcardsp/us gift card?

The giftcardsp/us digital gift card is the one card that does it all. It's a versatile gift card designed for maximum
choice and flexibility. You can gift, swap, and shop it—transferring the balance across a wide range of leading
brands. Recipients can choose to swap it for the brand or brands they love most, making it the ultimate all-in-one
gifting solution.

Received an email? Here’s how to make sure it’'s really from us.
Here are our top tips for email security:

1. Check the sender’s email address carefully

Our gift card emails come from noreply@delivery.giftcardsplus.com.au. If the card comes from a business using our
platform, the email might have a prefix (e.g. businessname@delivery.giftcardsplus.com.au. Look beyond the display
name. Scammers often make fake display names look trustworthy while the actual email address is suspicious.
Watch for spelling mistakes, extra characters, or unusual domains (e.g. @G1ftcardsplus.com” instead of

* @giftcardsplus.com.au’).

2. Examine the subject line and content

Be cautious of emails using urgent or threatening language (“Your account will be suspended!”). Scammers posing as
us may try to pressure you into acting quickly. Check for spelling or grammatical errors. We usually address you by
name—generic greetings like “Dear Customer” are a red flag.

3. Hover over links
Hover over links (without clicking) to see the destination URL. Our links will always match giftcardsplus.com.au.
Even though our website is still underway, valid links will always come from this domain.

4. Check attachments carefully
Gift cards may be delivered with a PDF attachment. Avoid opening attachments from unknown senders. If you receive
a different file type (e.g., “.exe", ".scr’, ".zip", ".js"), please contact us before opening it.

5. Check with us directly
If an email looks suspicious, don't click any links. Contact us at support@giftcardsplus.com.au. We can confirm the
email’s legitimacy or resend it if needed.

6. Trust your instincts
If something feels off, even a little, it's worth double-checking. We're here to help every step of the way.

Want to know more about us? We'd love to hear from you. Simply email support@giftcardsplus.com.au
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